IMPORTANT NOTICE

Product Bulletin No. 409

This notice affects Virtua products running software prior to version v5.1.0.

Security patch update to prevent

WannaCry malware vulnerability
smb 4548 1.0

Virtua products with software prior to version v5.1.0 may be vulnerable to the
WannaCry ransomware attack. To remove this vulnerability, a security patch can be
applied. Once applied, the text string “smb_4548_1.0” will be appended to the version
string. To check the version string, navigate to the Help Tab on the Virtua User Interface.

Software Version

Version: v4.2.0/smb_4548 1.0

Example: Software version v4.2.0 with security patch applied.

The patch release is available as a free download from our website:
http:/ /www.codonics.com/Support/
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